Changes made after the first deliverable – FYP notes:

* Changed the top bar to look more modern
* Added in CSS code for the background to alter colour from plain white to an off-white– 17th March
* Changed buttons from being on the right side to the left for topbar navigation on all pages -24th March
* Added a ‘fun fact’ into the ‘learn about social engineering page’ -24th March
* Continued development on the website -9th April
* Increased font size for all pages -9th April

References for images/facts used for the tool:

* <https://us.norton.com/internetsecurity-emerging-threats-what-is-social-engineering.html> for the facts on ‘learn about social engineering and ‘Common techniques page’
* Learn about Socaial Engineering attack lifecycle image - https://lzomedia.com/blog/common-social-engineering-attack-strategies/
* Phishing attack image - https://www.cloudflare.com/en-gb/learning/access-management/phishing-attack/
* Baiting attack image - <https://techviral.net/common-social-engineering-attack-tactics-and-how-to-prevent-them/>
* Tailgating attack image- https://markets.businessinsider.com/news/stocks/openpath-solves-a-massive-security-problem-facing-businesses-tailgating-1028466597
* Pretexting attack image- https://us.norton.com/internetsecurity-online-scams-what-is-pretexting.html
* **Spare pretexting image -** [**https://us.norton.com/internetsecurity-online-scams-what-is-pretexting.html**](https://us.norton.com/internetsecurity-online-scams-what-is-pretexting.html) **USE THIS?**
* Info paraphrased from ‘Common techniques page’ - <https://www.tripwire.com/state-of-security/security-awareness/5-social-engineering-attacks-to-watch-out-for/>
* Scareware image - <https://sectigostore.com/blog/what-is-scareware-and-scareware-examples/>
* Additional External Learning – left column - <https://www.itgovernance.co.uk/social-engineering-attacks>
* Additional External Learning – middle column <https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=social+engineering&btnG=&oq=social>
* Additional External Learning – right column <https://portswigger.net/daily-swig/social-engineering>
* Phishing mitigations info (Common techniques and mitigations) <https://www.graphus.ai/blog/how-to-identify-and-mitigate-phishing-attacks/>
* Baiting mitigations info (Common techniques and mitigations) <https://www.passcamp.com/blog/what-is-a-baiting-attack-and-how-to-prevent-it/>
* Baiting mitigations info (Common techniques and mitigations)
* Tailgating mitigations info (Common techniques and mitigations) <https://blog.dormakaba.com/4-ways-to-prevent-tailgating/>
* pretexting mitigations info <https://www.csoonline.com/article/3546299/what-is-pretexting-definition-examples-and-prevention.html>
* Scareware mitigations info (Common techniques and mitigations) <https://clario.co/blog/recognize-prevent-scareware/#:~:text=Here's%20what%20you%20can%20and,suspicious%20subjects%20from%20unknown%20senders>